### TSC Category
Security Risk Management

### TSC
Security Threat Research

### TSC Description
Establish procedures for gathering, analysing and interpreting information about security threats and present findings to relevant stakeholders

<table>
<thead>
<tr>
<th>TSC Proficiency Description</th>
<th>Level 1</th>
<th>Level 2</th>
<th>Level 3</th>
<th>Level 4</th>
<th>Level 5</th>
<th>Level 6</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>SEC-SRM-4003-1.1</td>
<td>SEC-SRM-5003-1.1</td>
<td>SEC-SRM-6003-1.1</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Develop in-depth analysis on security threats and the relevant factors</td>
<td>Evaluate and develop in-depth analysis on the security threats and the relevant contributing factors</td>
<td>Drive discussion using security threat research findings for actions</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

### Knowledge
- Theories and concepts in Security Studies
- Strategies in Security Studies
- National security and small states
- Threat perception and trends
- Globalisation in terms of national security strategies
- Types of terrorist groups and risk levels
- Characteristics of terrorists and groups
- Organisation’s processes, policies and procedures
- Research methods in Security Studies
- Strategies in Security Studies
- Research design
- Methods of evaluating security threats
- Principles, strengths and limitations in selection of analysis techniques
- Emerging threat perception and trends
- Globalisation in terms of national security strategies
- Types of internal and external factors affecting national security
- Organisation’s processes, policies and procedures
- Transnational research trends
- Emerging threat perception and trends
- Research critical success factors of mitigation plans
- Methods of collecting feedback from senior executives and key stakeholders
- Barriers to change and innovation
- Implications of organisational procedures and legal requirements on security threats

### Abilities
- Address different concepts and issues in Security Studies
- Analyse security risks in small states
- Apply security studies concepts to security operation planning
- Appraise different concepts of terrorism
- Examine causes and roots of terrorism
- Propose factors responsible for
- Facilitate application of advanced statistical tools to achieve research objectives
- Review data to predict trends, dynamics and movements
- Review data collected to identify gaps and weaknesses
- Facilitate solutions to address weaknesses in analytics
- Formulate forecast of future environments and trends from data analysis results
- Lead discussions for preliminary steps to meet forecasted scenarios
- Formulate results-oriented plans utilising data analysis results
- Evaluate strategic options and risk factors for business
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<table>
<thead>
<tr>
<th>Development of Terrorism</th>
<th>Conduct Presentations in Clear and Concise Manner for Intended Audience</th>
<th>Opportunities to Guide Development of Plans</th>
</tr>
</thead>
<tbody>
<tr>
<td>Evaluate measures used by counter-terrorist organisations to address terrorist groups</td>
<td></td>
<td>Initiate discussions with stakeholders on appropriate future plans</td>
</tr>
<tr>
<td>Compare and contrast terrorist groups</td>
<td></td>
<td>Guide stakeholders endorsement by evaluating implications of strategies</td>
</tr>
</tbody>
</table>